
PM FPS will field
more survivable
versions of UGS
such as this
MDARS.
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The Army’s ongoing evolution to
smaller, more capable expeditionary
forces will further in-
crease our reliance on
force protection technol-
ogy to sustain and pro-
tect our forces across the
full spectrum of combat,
stability and support op-
erations.  Product Man-
ager Force Protection
Systems (PM FPS) is at
the forefront of these ef-
forts.  PM FPS’ mission
is to provide affordable,
scalable, modular, tai-
lorable and logistically
supportable force protec-
tion capabilities to tacti-
cal forces deployed
worldwide.  We must
provide our Soldiers with
the best force protection
available whenever they
deploy into harm’s way. 
Force protection encom-
passes a wide array of capabilities.  PM

FPS is focused on delivering enabling 
capabilities to reduce manpower require-

ments while further 
enhancing tactical units’ 
security posture.  A unit at
100-percent security is not
fixing, refueling, maintain-
ing, resting or cooking — it
is focused on self-preservation
instead of creating condi-
tions favorable to mission
accomplishment.  Sustain-
ing high levels of security
over time enormously taxes
a unit’s combat effectiveness
and has a corrosive effect on
individual morale and well-
being.  TFP capabilities 
employing unmanned
ground sensors (UGS),
cued imagers, robotic as-
sessment and response rep-
resent the future.  By syn-
thesizing these capabilities,
commanders can sustain
desired levels of security

while reducing manpower requirements.  

In fact, these technologies can become
combat multipliers because their contin-
uous availability, consistency and relia-
bility provide an essential complement
to the Soldier sentry.  Additionally, these
technologies will reduce Soldier risk and
enable commanders to focus more man-
power on core warfighting missions. 

The TFP Challenge
The need for TFP exists throughout the
battlespace and across the spectrum of
operations, as demonstrated in Opera-
tions Enduring and Iraqi Freedom.  The
requirement for affordable TFP capabili-
ties is exemplified in a recent exchange
with a forward-deployed force protec-
tion officer in which he indicated that
he had a 19-kilometer perimeter with
escort requirements and needed TFP
technology to reduce manpower re-
quirements.  This situation is replayed
wherever U.S. forces maintain a forward
presence in a potentially hostile environ-
ment.  Army Chief of Staff GEN Peter
J. Schoomaker alluded to the challenge
that wide-area security missions and
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Soldiers from the Army’s 166th Infantry, 2nd
Battalion, Charlie Co. conduct a dismounted pa-
trol in Guantanamo Bay, Cuba.  At Joint Task
Force Guantanamo, the infantry provides
security to the detainee compound.
U.S. Navy photo by CPO 
John F. Williams.

TFP pose when he said, “Soldiers must
learn how to perform ground functions
— jobs of infantry and military police.
Every unit should be able to conduct its
own force protection.” 

On today’s noncontiguous battlefield, all
units require force protection capabilities
while performing their missions.  Levels
of proficiency for conducting TFP vary
widely from combat support/combat
service support units conducting mainte-
nance and logistics functions, to combat
units closing with and destroying the
enemy.  We must provide combatant
commanders standardized TFP capabili-
ties that get the job done while minimiz-
ing risk to Soldiers.  Addressing the TFP
challenge requires investment in research
and development (R&D) to deliver af-
fordable, scalable, modular and sustain-
able force protection equipment.  This
can be accomplished through an evolu-
tionary acquisition strategy of capability
upgrades in the near-, mid- and far-
terms that leverage the Army’s com-
mand, control, communications, com-
puters, intelligence, surveillance and re-
connaissance (C4ISR) investments in
UGSs, unmanned ground vehicles
(UGVs) and surveillance radar and im-
aging technology. 

Force Protection 
Equipment and 
Systems Imperatives
To make the TFP vision a reality, we
must ensure that FPS is:

• Affordable.  Tactical security must be
good enough to get the job done.
The Army cannot afford to buy high-
end force protection for the entire
force when low-end technology will
get the job done just as effectively.

• Modular.  Plug-and-play systems are
necessary so that commanders can 
tailor their units’ structures based on
mission, enemy, troops, time and 
terrain.

• Scalable.  Scalability enables 
commanders to employ the same
hardware for both small and large
requirements.

• Supportable.  FPS
must be maintainable
by Soldiers in the field
with limited contrac-
tor logistics support.

Force protection today is
manpower- and labor-
intensive because 
Soldiers must physically
man checkpoints,
perimeters and listening
and observation posts
and conduct patrols or
overwatch barriers.
Night vision devices,
tactical sensors, imagers,
ground surveillance radars and barri-
ers are current FPS equipment being
used by Soldiers.  This equipment
must be integrated with an added au-
tonomous capability to fully exploit
the potential these individual tech-
nologies provide.  The technology ex-
ists today but requires further R&D,
testing and evaluation to be fielded as
a fully integrated system-of-systems.

Near-Term Force 
Protection
Near-term TFP will be provided by inte-
grating available systems such as the Bat-

tlefield Anti-Intrusion Sys-
tem (BAIS) and a yet-to-be-
developed trailer-mounted
sensor system integrating
surveillance radar to per-
form as a cuing sensor for
mast-mounted imagers.
The BAIS replaced the ob-
solete Platoon Early Warn-
ing Device II and provides
a reliable early detection,
identification and warning
capability to small tactical
units.  The trailer-mounted
imaging and radar system is
a low-cost battlefield sur-
veillance means.  These ca-

pabilities provide enhanced force protec-
tion, limited connectivity and a reduc-
tion in the manpower required for TFP.
PM FPS is aggressively working integra-
tion issues and partnering arrangements
with various program managers to pro-
vide this capability for the Current Force
during FYs 05-06.

Midterm Force Protection 
During FYs 07-12, PM FPS will field
more scalable, modular, flexible, net-
worked force protection systems that
will use ruggedized, more survivable 
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versions of integrated UGS such as
BAIS, autonomous UGVs such as the
Mobile Detection Assessment Response
Systems (MDARS) and remotely oper-
ated unmanned weapons systems.
Block upgrades to the MDARS UGV
platform will provide an autonomous
capability to patrol, detect, assess and
respond to tactical security threats.
Advanced imaging sensors with target-
ing capabilities, improved UGS and
unmanned aerial vehicles (UAVs) will
all be networked to deploy, detect,
monitor and report enemy intrusions.

Future Force Protection
(FY12+)
Beyond FY12, TFP will be the fully
integrated systems architecture that
will plug into the Future Force’s
C4ISR systems architecture.  A single
soldier will be able to control multiple
force protection unmanned systems/
sensors to detect, assess and respond to
enemy activity in a fully autonomous
mode.  Robotics platforms such as
MDARS will employ smaller UGVs in
military operations on urbanized ter-
rain and other tactical operations to
search for enemy snipers, booby traps

and unexploded ordnance.  UAVs will
provide aerial force protection over vast
battlefield areas and will be linked to
UGVs on the ground.  Unmanned sys-
tems will be used to autonomously re-
spond to enemy security intrusions with
both lethal and nonlethal force.  This fu-
turistic approach is designed to protect
the force, reduce TFP manpower re-
quirements and allow Soldiers to focus
on their wartime mission requirements.

We have a long way to go to stop the
force protection threat that our Sol-
diers face every day.  The strategic
pause ended after September 11, 2001.
Our Nation is at war, and we are
transforming the Army to become
more lethal, deployable, agile, versatile,
responsive and sustainable regardless of
where the mission takes us.  To accom-
plish this, we must provide the best
available force protection technology
and systems to Soldiers today while we
continue developing and refining the
total TFP package for the future.  The
Army is investing heavily in GWOT.
We must do everything possible to 
reduce the risks associated with com-
bat operations.  TFP provides Soldiers

with an affordable and operationally
effective means to protect themselves
while also reducing casualties and con-
serving manpower.  
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GEN Paul J. Kern, Commanding Gen-
eral, U.S. Army Materiel Command
(AMC), discussed how AMC is working
to integrate S&T efforts into better ma-
teriel for Soldiers — from improved bat-
teries and sensors and lighter protective
gear to increased human performance
through better training.

Kern discussed how AMC is working
more jointly, integrating feedback from
sources other than the Army and search-
ing worldwide for leaps in technology.  

Army Science and Technology — Working for Soldiers
MAJ Dennis Ellison and Meg Williams

The Association of the United States Army Winter

Symposium and Exhibition, held in Fort Laud-

erdale, FL, March 3-5, 2004, devoted its first day

to “Science and Technology (S&T) for the Current and Fu-

ture Force,” marking S&T’s strategic importance to

warfighting now and in the future.  Following are high-

lights from the presentations and panel discussions.
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